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Note: Effective Calendar Year 2019, NSA FOIA logs contain: Case Number, Origination Date, Subject of Request, and Final Disposition (if closed).

Requests for information on named individuals who are not public figures, improper FOIA requests, and duplicate requests submitted by the same requester are not included in the logs.

Case #

Receive Date

Subject

Disposition

109534

6/1/2020

Request a copy of records, electronic or otherwise, of the following: 1) All reports/memos/studies/briefing documents created by your agency, which pertains to the
Coronavirus (COVID19) crisis/pandemic. This would include, but not be limited to, records pertaining to the virus; China's involvement with the virus; reports about China (or
the world) reporting of virus cases; etc. You can limit the scope of request to the records dated 2019 or 2020.

109536

6/1/2020

Request a copy of records, electronic or otherwise, pertaining to the April 15, 2020,"unsafe" Russian Intercept over Mediterranean Sea of the Navy's P-8A Poseidon aircraft.

109537

6/1/2020

Copies of any and all records, including but not limited to physical documents, emails, text messages, cables, word processor documents, etc., which were created between
January 1 2018 and the date this FOIA request is processed, and which contain the phrase (case-insensitive): "Wuhan Institute of Virology", Narrowed on 1 June 2020, for
Copies of any and all records, including but not limited to physical documents, emails, text messages, and word processor documents, to and from Michael Richard Pompeo,
which were created between April 1, 2018 and the date this FOIA request is processed, and which contain the phrase (case-insensitive): "Wuhan"

Neither Confirm Nor Deny

109538

6/1/2020

Any and all documents generated related to the origins of COVID-19 (coronavirus) for March 2020 and April 2020.

Partial Denial

109539

6/1/2020

Records, emails, memos and reports relating to or mentioning the operating system Qubes OS (https://www.qubes-os.org/). The operating system's first release took place
in 2012 and its latest official release (as of writing this request) has been version 4.0.3.

Records Not Reasonably
Described

109540

6/1/2020

Request the following records:

* Records mentioning, describing or generated in response to CISA Alert AA28-899A,FBI/IC3 Alert I-832828-PSA, or the CDC alert titled "COVID-19-Related Phone Scams and
Phishing Attacks"

* Records mentioning, describing or generated in response to COVID-19 related phishing attempts, such as those described in the CDC alert, FBI/IC3 Alert I-832028-PSA and
CISA Alert AA28-899A

* Records mentioning, describing or generated in response to fake CDC emails, such as those described in FBI/IC3 Alert 1-832820-PSA

* Records mentioning, describing or generated in response to APT groups using theCOVID-19 pandemic as part of their cyber operations, such as those described in CISA
Alert AA28-899A

* Records mentioning, describing, or generated as part of or in response to the assessment that the above activities' "goals and targets are consistent with long-standing
priorities such as espionage and "hack-and-leak" operations", as described in CISA Alert AA28-G99A

109542

6/1/2020

Request disclosure of any records prepared, received, transmitted, collected and/or maintained by the Department of Defense (DOD) and/or its subordinate agencies, which
include but are not limited to; Sixteenth Air Force, Intelligence and Security Command, Defense Intelligence Agency, Marine Corps Intelligence, National Geospatial-
Intelligence Agency, National Reconnaissance Office, National Security Agency/Central Security Service, Office of Naval Intelligence, regarding all evidence, photos,
conclusions, documents and videos of unidentified flying objects, extra-terrestrials, aliens and any matters relating to this, maintained by the DOD or any of its sub agencies
listed above or unlisted above. Request that you provide all existing documents, writings, photographs, meeting notes, internal or external memos, videos, sound
recordings,drawings, computerized records, electronic mail, agency policies and procedures, executive decisions,investigation and conclusions, or any other material or
information that can be retrieved and duplicated regarding the topics identified in request.

Granted In Full

109543

6/1/2020

Request a copy of the Intellipedia entry (from all three Wikis that make up the Intellipedia) for the following entry(s) {Or whatever similar topic may pertain if it is slightly
worded differently): Microsoft PowerPoint Humor

Full Denial

109546

6/1/2020

American Oversight requests that your agency produce the following records within twenty business days:

1. Any transcripts or recordings of phone calls between Russian Ambassador Sergey Kislyak and Michael T. Flynn from December 2016.

2. All derived intelligence reports (such as signals intelligence reports or comparable intelligence reports, including minimized reporting) reflecting the contents of any
phone calls between Russian Ambassador Sergey Kislyak and Michael T. Flynn from December 2016.

3. All call detail records (CD Rs) or other metadata of phone calls between Russian Ambassador Sergey Kislyak and Michael T. Flynn from December2016.

4. Any purge records or requests affecting any records of phone calls between Russian Ambassador Sergey Kislyak and Michael T. Flynn from December2016.

Full Denial
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109547 |6/1/2020 Project: Upgrade Design for Increase Capacity Serverland-Room 3 Full Denial
Location: 9800 Savage Road (OPS 1) Fort George G. Meade, MD 20755
Prime Contract No.: H98230-15-C-0767
Project Number: 27544
General Contractor: Patriot Construction, LLC
Request copies of the following documents related to the above referenced project:

1. Any and all written contracts with Patriot Construction, LLC relating to the to the above-mentioned project;

2. Any and all change orders with Patriot Construction, LLC relating to the above-mentioned project;

3. Patriot Construction, LLC's payment applications for work furnished to the above-mentioned project; and,

4. Copies of any and all payments made to Patriot Construction, LLC for services furnished to the above-mentioned project.

109562 |6/1/2020 Neural Remote Monitoring Not Agency Record

109566 |(6/1/2020 Requesting a copy of the following document through the Freedom of Information Act (FOIA). If any portion(s) of this document remain classified, | am requesting a
classification review be conducted:

NSA Memorandum, subject: "USS PuebloIncident: Impact and Loss on Group A targets and Operations," January 1969, Supplement |, Part A: "Impact on the USS SIGINT
Effort Against the USSR," CCH, NSA.

109567 |6/1/2020 Requesting information or records on the late Paul O'Dwyer, a New York attorney, activist and politician (1907 - 1998). Born in Bohola, County Mayo, Ireland, and Neither Confirm Nor Deny
immigrating to New York City in 1925, he was the youngest brother of William (Bill) O'Dwyer, who became Mayor of New York in 1945 and US Ambassador to Mexico in
1950.

109582 |6/1/2020 1. Any and all records created since October of 2018, indicating the number of: a. Acquisition applications submitted to the Foreign Intelligence Surveillance Court ("FISC")
Pursuant to Section 702 of the FISA Amendments Act of 2008 b. Acquisition orders the FISC has issued pursuant to Section 702 of the FAA. c. Acquisition orders the FISC has
granted with modifications. d. Acquisition applications the FISC has granted without modifications e. Acquisition applications the FISC has rejected.

2. Any cell records created since October of 2018, indicating the number of: a. U.S. persons whose communications has been collected or intercepted pursuant to Section
702 of the FAA. b. U.S. persons who have been targeted by surveillance conducted pursuant to Section 702 of the FAA. c. Targets of surveillance conducted pursuant to
Section 702 of the FAA who were later determined to be located in the United States. d. U.S. persons who have been identified in disseminated intelligence reports resulting
from or related to surveillance conducted pursuant to Section 702 of the FAA. e. Disseminated intelligence reports resulting from or related to surveillance conducted to
Section 702 of the FAA that contain a reference to a U.S. person identity

3. Any and all records created since October of 2018 pertaining to the collection, analysis, or dissemination of purely domestic communications pursuant to Section 702 of
the FAA.

4. Any and all legal memoranda (including office of legal counsel memoranda), procedures, polices, directives, practices, guidance, or guildlines created since October of
2018, pertaining to: a. Surveillance conducted under 702 of the FAA b. The scope of authority granted by Section 702 of the FAA. c. The implementation of Section 702 of
the FAA d. Targeting and minimization procedures adopted pursuant to Section 702 of the FAA e. Interception, collection, analysis, dissemination, or analysis of U.S.
persons' communications pursuant to Section 702 of the FAA (whether or not a U.S. person is the target of the interception)

5. Any and all inter or intra-agency correspondence pertaining to the scope of authority granted by Section 702 of the FAA or rules governing the interception, collection,
analysis or dissemination of U.S. communications.

6. Any and all reports, assessments, or reviews issued or conducted pursuant to Section 702(1) of the FAA since October of 2018, including any

by the Attorney General, Director of National Intelligence, the head of another intelligence agency, the Inspector General of the Department of

Justice, or the Inspector General of any other intelligence agency.

7. Any and all records created since October of 2018 concerning complaints about investigations of, or disciplinary actions related to

surveillance conducted pursuant to Section 702 of the FAA.

109584 [6/1/2020 Request the following records:

The 15-page document drawn up by the Five Eyes security alliance that cited evidence the Chinese government lied about the human-to-human transmission of coronavirus,
made whistle-blowers disappear and refused to help nations develop a vaccine.

109585 |(6/1/2020 Request the following:

Documents, memos, reports, letters, emails, eChirps and other written, audio-visual or other recorded format mentioning or describing the hacktivist known as Phineas
Fisher, AKA Phineas Phisher, HackBack and @GammaGroupPR, most famous for the data breaches of Gamma Group, Hacking Team, AKP and Cayman National Bank and
Trust (Isleof Man). Please conduct the search between the years of January of 2014 and the date of this request.
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109586

6/1/2020

Request the following records:

Product brochures, Powerpoint presentations, and other promotional business documents from U.S. defense contractor Raytheon -- also known as Raytheon Intelligence,
Information and Services (I1S) and/or Blackbird Technologies -- about products relating to tactical intelligence, surveillance, reconnaissance and cybersecurity. such product
documents may carry terminology/keywords/descriptions that include: Computer Network Operations (CNO), computer Network Exploitation(CNE) and computer Network
Attacks (CNA). This FOIA is not requesting documents marked as classified, but rather it seeks marketing materials produced by the contractor, Raytheon, to explain/sell
their cyber intelligence offerings to the U.S. government between the years 2014 and 2020.

109588

6/1/2020

Request disclosure of the following:
All intelligence reports between January 1, 2017 and December 31, 2017 concerning Russian surveillance flights over Washington, D.C. and Bedminster, N.J.

Neither Confirm Nor Deny

109589

6/1/2020

Request the following records:
Training documents or style guides for NSA developers to code Java for the National Security Agency.

109591

6/3/2020

Request the following records:
Case files pertaining to Black Lives Matter protests in the United States in May and June 2020. These documents may contain references to Black Lives Matter, protest(s),
looting or looters, riot(s), and police.

Neither Confirm Nor Deny

109592

6/2/2020

Request the following records:

Product brochures, Powerpoint presentations, flyers and other promotional business documents about defense and technology company Nice Systems Ltd. -- also known
as"NICE" or "NICE's Cyber and Intelligence division" or "CYBERBIT LTD" or "CYBERBIT"or "Elbit systems Ltd." -- describing products and/or services relating to offensive
cybersecurity, surveillance, electronic warfare, virtual operations, artificial intelligence, and machine learning. The focus of the requests involves product documents that
may carry terminology/keywords/descriptions such as:Computer Network Operations (CNO), Computer Network Exploitation (CNE), ComputerNetwork Attacks (CNA), cyber
intelligence and signals intelligence (SIGINT). NICEis an Israeli/American technology contractor that sells surveillance and internet monitoring capabilities. The firm has
offices around the world, including in the United states, but it is primarily managed from Israel. NICE is known for producing high-tech products for national security and law
enforcement agencies to help them conduct surveillance against threats, including terrorism and criminal entities. NICE' cyber and intelligence division was acquired by Elbit
systems Ltd., via a subsidiary called CYBERBIT, in 2015; meaning that references to NICE's technology may carry that name as well, especially more recently.

109593

6/1/2020

Request the following records:

Product brochures, Powerpoint presentations, and other promotional business documents from U.S./Israeli technology contractor Verint Systems-- also known as"Verint" or
"Verint Cyber Intelligence" -- about products relating to tactical intelligence, surveillance, reconnaissance and cybersecurity. This FOIA is not requesting documents marked
as classified, but rather it seeks marketing materials produced by the contractor, Verint, to showcase their cyber intelligence offerings to the U.S. government between the
years 2014 and 2020. Relevant offices that hold such documents include divisions in charge of intelligence analysis and collection as well as offices that determine private
sector contracting decisions. verint is a technology contractor that sells surveillance technologies and internet monitoring capabilities. The firm is headquartered in the
United states, but is primarily managed from Israel. verint is known for producing high-tech products for national security and law enforcement agencies to help conduct
surveillance against threats,including terrorism and criminal entities.

109595

6/1/2020

Request the following records:

Product brochures, Powerpoint presentations, flyers and other promotional business documents from U.S. defense contractor ManTech about products or services relating
to offensive cybersecurity, electronic warfare, virtual operations, artificial intelligence, and machine learning. such product documents may carry
terminology/keywords/descriptions that include: Computer Network Operations (CNO),Computer Network Exploitation (CNE), computer Network Attacks (CNA), and quick
reaction capability (QRC). ManTech, also known as ManTech International Corporation, is a Virginia-headquartered company that specializes in developing technology
solutions for Department of Defense agencies. This FOIA seeks materials produced by the contractor to explain/sell/market their cyber intelligence capabilities/offerings to
the U.S. government between the years 2017 and 2020 (or the current date of review). such material would be likely held/controlled by the appropriate business contracting
office within the agency and/or other divisions that make purchase/contracting decisions.
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109596 |(6/1/2020 Request the following records:
Product brochures, Powerpoint presentations, flyers and other promotional business documents from U.S. defense contractor Booz Allen Hamilton about products or
services relating to offensive cybersecurity, electronic warfare, virtual operations, artificial intelligence, and machine learning. The focus of there quests involves product
documents that carry terminology/keywords/descriptions such as: computer Network Operations (CNO), Computer Network Exploitation (CNE), computer Network Attacks
(CNA), quick reaction capability (QRC), signals intelligence (SIGINT), and cyber intelligence. Booz Allen Hamilton, also known as Booz Allen and BAH , is a Virginia-
headquartered company that specializes in offer services and developing technology solutions for U.S. government agencies. This FOIA seeks materials produced by the
contractor to explain/sell/market their cyber intelligence capabilities/offerings to the U.S. government between the years 2017and 2020 (or the current date of review).
such material would be likely held/controlled by the appropriate business contracting office within the agency and/or other divisions that make purchase/contracting
decisions.
109598 |6/1/2020 Request access to and copies of the following information for an investigation into a final school assignment. Total Drug seized by the United States government between Not Agency Record
the Sonora/Arizona border through Tunnels from 1989 to 2019. Total number of tunnels made by drug trafficking discovered from 1989 to 2019. Total number of non-
organized crime people arrested for trying to tunnel through the United States from Sonora to Arizona from 1989 t02019. Total weapons seized through Organized Crime
Tunnels from 1989 to 2019.
109615 |(6/12/2020 Author of Navy history -- two magazine articles published by USNI (one in "Naval History" and one in "US Naval Proceedings); and one book scheduled for release by the
USNI in late 2020: "Deepest Pioneer"
Now researching US intelligence ships and specifically the USS Banner. Banner made 16 missions prior to the Pueblo seizure. If possible, would like a copy of the final
mission reports covering: the first three missions into the SOJ; and the three missions into the East China Sea off of Singapore - interest is not SIGINT results, but rather a
complete description of harassment encountered by the Soviet Navy off of Vladivostok; and by the PRC off of Singapore.
Have a copy of the declassified NSA report: "The Capture of thee USS Pueblo and its effects on SIGINT Operations”, by Robert Newton 1992. In several endnotes, Newton
refers to "Oral interview OH-09-90 12 July 1990, Anthony W. White, former officer-in-charge, SIGINT detachment, USS Banner, 1967 (TSC-VRK19/NF) CCH, NSA.
Excerpts from that oral history describing harassment on any mission would also be helpful.
Date Range of Request Documents 1965 - 1968
109618 |(6/1/2020 Fascinated by the crimes of Edward Snowden and would like to learn more about what he did. And what better source to go to then the NSA. | would like to know what Full Denial
he's being/been persecuted for and what sort of work he did that him to reveal secure information about the NSA.
Date of requested records: 2008 to 2020
109620 |(6/12/2020 Requesting the National Security Agency's records on the Black Panther Party that meet all of the following parameters:
1. Refers to NSA activity or intelligence collection in the California Bay Area
2. Dated on or before 1972
3. Demonstrates NSA collaboration or intelligence-sharing with actors or agencies outside of the NSA
Seeking this information for PHD dissertation research at the Graduate Center-City University of New York. Therefore, requesting a fee exemption because will not benefit
commercially from this research, and that the subject of dissertation (the "diffusion" of political repression) will advance the public interest by contributing to the public's
understanding of US Governmental operations and activities in times of domestic strife. If the fees cannot be waived, please notify before processing if the amount exceeds
$25.00.
109621 (6/12/2020 This request requires you to search intelligence community database(s) Intellipedia. Intellipedia is located on Intelink, which can be found at https://www.intelink.gov/. Full Denial
This request requires searches of all tiers and versions of Intellipedia, including but not limited to "Top Secret," "Secret," and "Unclassified."
Request disclosure of the full content of all Intellipedia entries that contain any of the following phrases: coronavirus COVID-19 Wuhan Virus Chinese Virus
Date Range of Requested Documents: December 15 through date of the search for responsive records is conducted.
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109625 |(6/12/2020 Requesting release of training materials and documentation for the COBOL programming language. More specifically, would like documents that cover the following topics
for all versions of COBOL:
- COBOL programming language classroom instruction material
- COBOL programming language self-study / tutorial material
- COBOL programming language best practices
- Instructor notes for the above material, if any
- COBOL programming books produced/published by NSA
- and other pertinent documentation related to either teaching or studying the COBOL programming language.
Given the current emergency situation in New Jersey related to COVID-19 and the lack of COBOL programmiers (as reference, please refer to this transcript of the April 8th
NJ State Coronavirus Briefing https://nj.gov/governor/news/news/562020/approved/2020408c.shtml), it occurred that NSA probably has excellent training content for
COBOL, especially as it is likely the the Agency still uses systems written in the language today. Release of training materials would be of great public benefit not just for the
state of New Jersey but also for many other states that still run payroll and benefit systems based on COBOL. Given this public interest, request that fees be waived for this
request and that is be expedited if possible. Request material from January 1, 1985 to the present date.
COBOL was first released in 1960, and the last update to the language standard was in 2014. As the language is backwards compatible, training material released since 1985
should cover all major versions of the language. Similar to the already released Python training material (see already answered NSA FOIA request for COMP 3321 / Python
training documentation), and COBOL training material should be at the U/FOUO level which | hope will help simplify the FOIA process and help mitigate the relatively long
timeframe
109632 (6/11/2020 Case of the supertanker Salem which sank in Senegal. The crew was arrested and sent to Liberia where the ship was registered. Looking for documents related to the entire |Neither Confirm Nor Deny
case, from sinking and trial of the owners of the tankers. Date range of requested documents 1980-1985
109634 |(6/11/2020 In furtherance of a narcotics investigation seeking all GPS locations of every device ever used by Hilary Clinton's private Blackberry server. Additionally,please provide all Neither Confirm Nor Deny
numbers/pins associated with each device.
109636 |(6/11/2020 Courseware or training materials pertaining to vulnerability discovery techniques for computer software and devices. Date range of requested documents: Any Updated to
also include a list of courses pertaining to vulnerability discovery techniques for computer software and devices [see letters tab]
109637 |(6/11/2020 Courseware or training materials pertaining log analyiss. Date range of requested documents: Any Records Not Reasonably
Described
109642 (6/11/2020 The Romanov Family, specifically Alexei Romanov, his 4 sisters, his father Nikolai Il, and his mother Alexandra Feodorovna Romanov, granddaughter of Queen Victoria.
109651 |(6/11/2020 Complete unredacted records of all communications between William Henry Gates Ill and Dr. Anthony Stephan Fauci. Date range of requested records: 1984-Present Neither Confirm Nor Deny
109656 |(6/11/2020 Recordings and transcripts of radio traffic between USMC, 1st Marine Division, 1st Light Armored Infantry Battalion, Designed Task Force Shepherd, Company D, Neither Confirm Nor Deny
commanded by Capt. Pollard, and other local USMC forces and USAF A-10 aircraft performing close air support to Company D, on the evening of January 29, 1991
(approximately 1200 hours) through the morning of January 30, 1991. This Company was involved in two separate fratricide (friendly fire) events during the Battle of al-
Khafji near Observation Post 4 west of al-Khafji.
Date Range of Requested Documents: January 29, 1991 to January 30, 1991 inclusive.
109657 |(6/11/2020 Request "Technical Research Ships, 1956-1959" by George P. Howe; U.S. Cryptologic History, Special Series #2, NSA, Ft. Meade, MD (no date).
109658 |6/11/2020 FOIA logs for calendar year 2019.
109660 |(6/11/2020 Looking for any and all documents concerning the creation of, management of, and duties of the Army Attache Technician. The modern Military Occupational Specialty Directed to Correct DOD
(3510), but for the specific period the MOS was 961 or 2122. Component
Date Range of Requested Documents: 1947 to 1961.
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109665 |(6/11/2020 Request to receive all files that you have about the murder of the Swedish Prime Minister Olof Palme in 1986. Particularly interested in files where the names mentioned Neither Confirm Nor Deny
below appear in relation to the Olof Palme murder:
George Bush senior
William Casey
William Colby
Gene Chip Tatum
Charles Morgan
Craig Williamsson
Bertil Wedin
William Barr
Anthony White
Apparently, you are in the possession of a file called 'The swedish tree will be felled'. Like to see that as well.
109669 (6/11/2020 UFO Granted In Full
DATE RANGE OF REQUESTED DOCUMENTS: 2013-20
109681 |(6/11/2020 Would like to obtain access to the US Army Security Agency documents regarding the construction, operation, and intelligence gathered at the USASA Field Station Berlin at
Teufelsberg.
109682 |(6/11/2020 Request a copy of the Intellipedia entry (from all three Wikis that make up the Intellipedia) for the following entry(s) (Or whatever similar topic may pertain if it is slightly Full Denial
worded differently): "BLACK MAGIC" and/or "BLACK MAGICK". Please also include any Intellipedia entries that contain the above mentioned keyword/phrases.
109684 |(6/11/2020 Request a copy of the Intellipedia entry (from all three Wikis that make up the Intellipedia) for the following entry(s) (Or whatever similar topic may pertain if it is slightly Full Denial
worded differently): VOODOO. Please also include any Intellipedia entries that contain the above mentioned keywords/phrases. Agree to accept only those articles that
come up as a result of using the Intellipedia search engine as responsive to this portion of request.
109686 |(6/11/2020 Request a copy of the Intellipedia entry (from all three Wikis that make up the Intellipedia) for the following entry(s) (Or whatever similar topic may pertain if it is slightly Full Denial
worded differently): CORONAVIRUS and/or COVID-19 and/or COVID19 and/or COVID 19. Please also include any Intellipedia entries that contain the above mentioned
keywords/phrases. Agree to accept only those articles that come up as a result of using the Intellipedia search engine as responsive to this portion of request.
109689 (6/11/2020 Information on WESTPAC and Northern Atlantic submarine missions, Arctic missions, Parche Il, submarine accidents and or flooding during the cold war, russian
interpretation while on submarines, USS Nautilus, Gorbachev and Reagan Helsinki meeting. Paper or disk.
DATE RANGE OF REQUESTED DOCUMENTS: 1970-1991
109691 (6/11/2020 Any and all records containing information related to an Italian firm known as Casaleggio Associates, Casaleggio Associati, or simply "Casaleggio." Neither Confirm Nor Deny
109692 (6/11/2020 Any and all records and documents containing information related to a company called Loop Al or Loop Al Labs (which was previously called Soshoma). Neither Confirm Nor Deny
109696 |(6/11/2020 The following records are being requested for use in legal proceedings:
NSA Police standard operating procedures or general orders pertaining to use of radar and laser speed monitoring equipment, NSA police standard operating procedures or
general orders for ticket writing, copies of certification to train and enforce Maryland transportation articles from Maryland police training commission, training procedures
for traffic enforcement and speed monitoring devices, copy of training records for NSAP Officer [named individual] including certification to use radar | laser speed
monitoring equipment. Calibration test and results for radar | speed monitoring equipment used by NSA police from equipment manufacturer.
109698 |(6/11/2020 Would like a copy of Trumps Pandemic Plan as presented by Kayleigh McEnany.
109704 |(6/11/2020 Request that a copy of the following documents (or documents containing the following information] be provided PROJECT SUN STREAK.
109706 |(6/11/2020 Request that a copy of the following documents [or documents containing the following information] be provided: project stargate.
109707 |(6/11/2020 Graco Inc. CEO Pat McHale "l care zero about your health." Neither Confirm Nor Deny
12/13/1989
12/12/2000
10/24/2014
Date range of requested documents: ALL
109710 |(6/11/2020 All files related to Edward Snowden Full Denial
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109711

6/11/2020

Interested in a record of a Curriculum Vitae of General Paul M. Nakasone. Interested in more of his credentials and education. Also interested in the number of workers you
have on staff in each different field. For example, how many workers are employed in the field of intelligence analysis, intelligence collection, foreign language, computer
science, cyber engineering, etc. Besides the education or experience listed on your website, what are your requirements for hiring an individual to work in your "law and
legal services" area what sets an individual apart when looking through resumes and in the interview process that prompts you to hire them over someone else. Other
questions is, in it last year how many individuals have your fired and for what reason. Since the purposes and goals of the National Security Agency is to protect the
individuals, especially in cyber security, if we're hacked does that warrant firing a crew of workers? How many workers have you fired since 2018 due to the international
hacking of the database.

DATE RANGE OF REQUESTED DOCUMENTS: 6 months

109716

6/11/2020

List of all Grants issued by National Institute of Health (NIH) to any/all biomedical research organizations located on mainland of China from years 2004 through 2019. Please
include dollar amounts and the titles and dates of the grants were issued. If U.S. agencies, laboratories or other research centers were co-applicants or primaries on the
Grants please also provide that information.

DATE RANGE OF REQUESTED DOCUMENTS: 2004 through 2019

Not Agency Record

109720

6/11/2020

Any intercepts or information about the intercepts of diplomatic communications by the Portuguese or Spanish Embassies in Tokyo, Japan, describing conversations with
Supreme Commander, Allied Forces Pacific, Commander in Chief-Far East, and commander of United Nations Command in South Korea, General Douglas MacArthur. Date
range of requested documents: January 1st, 1951 to April 11, 1951

Not Agency Record

109721

6/11/2020

All records of communication and all records concerning any contracts entered into with The Interflex Group.
Date range of requested documents: January 1, 2019 through May 21, 2020

Full Denial

109725

6/11/2020

All records kept by the NSA on Raymond Lego, a member of the Pit River Tribe.
DATE RANGE OF REQUESTED DOCUMENTS: 1920-2020

Neither Confirm Nor Deny

109726

6/11/2020

Requesting a copy of the following: DIA memorandum for Bromley Smith, White House, "Interim Evaluation of Pueblo Photos," 17 February 1968 (S). CCH, NSA.

109730

6/11/2020

Tik tok privacy issues

Records Not Reasonably
Described

109731

6/11/2020

All information related to communications between any Foreign Relations entity of Government, NSA, CIA in regard to monitoring our government politicians for anti-
corruption measures? Any operations related to OIG procedures and bureaucracy that prevents transparency within or between the agencies? Will take whatever you have
to offer: want to use it for the sole purpose of informing myself. Prefer changes and information within the last four years post Obama administration, specifically Trump
Administration.If there is any information of monitoring Political Action Committees for both Republicans and Democrats for internal communications and corruption that
seems like it would be useful as well. Would like to know if there is information on Republican opposition to COVID HEROES act to protect against having an independent
accountable Oversight/Watchdog/1Q that they would not like to have present in the framework as well. Hoping could also have information on barriers between our great
intelligence agencies in the pursuit of figuring out why there isnt fluidity and as much teamwork as possible( and would hope for). Date of requested documents: Post
Obamatkra

109733

6/11/2020

Copies of contracts with VUPEN Security and any final reports generated and delivered by VUPEN to the agency over the past 10 years. If retrieving the contracts themselves
is too burdensome please provide a list of contracts. Please include any processing notes made in completing this request.

Full Denial

109734

6/11/2020

Submitting this request to obtain any information pertinent to the level of emergency preparedness that the National Security Agency has in play. Working on a university
paper regarding the creation of shelters for US civilian for immediate shelter precautions and read the Federal Emergency Management Association and the Internal
Revenue Service plans, but have seen no such information regarding the NSA. Reaching out to see if there is any records discussing this.

109738

6/11/2020

Request a NSA Gencyber proposal. Please include as much information in the proposal as possible (ie. budget, narrative). Would like to request the FOIA from Lake Superior
College (MN). Please give the most recent proposal they have been awarded. Date range of requested documents: 2018-2020. Please send the most recent proposal they
have been awarded within this date range.
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109739

6/11/2020

Request access to and copies of the following records from the National Security Agency ("NSA"):

1) Copies of any and all records in the possession of NSA relating to the firm McKinsey & Company ("McKinsey") for the period January 1, 2015 to the present. The term
"records" includes the following:

(a) communications between any employee or partner of McKinsey and any employee of NSA including emails (email domain for McKinsey ending "@mckinsey.com"),
letters, faxes, memoranda and any other type of written communication;

(b) any audits, reports and memoranda prepared by NSA relating to work performed by by McKinsey;

(c) any audits, reports and memoranda prepared by McKinsey for NSA;

(d) ny contract bids submitted by McKinsey in response to a RFI (request for information) or a RFP (request for proposal) that are in the possession of NSA;

(e) copies of any contract awarded to McKinsey by NSA that are in the possession of NSA and all associated contract documents;

(f) any other internal communications or documents in the possession of NSA concerning or mentioning McKinsey. The terms "communications" and "documents" include
reports, memoranda, emails, letters, faxes, notes or any other type of written communication or document.

2) All other FOIA requests received by NSA seeking documents and information pertaining to McKinsey, which mention or pertain to McKinsey, all other communications
related to those requests, and all responsive materials provided by NSA to those requesters.

Include information contained in the material that otherwise would be considered non-responsive to specific request.

DATE RANGE OF REQUESTED DOCUMENTS: 1/1/15 to present

109740

6/11/2020

Anything relating to the deaths of Seth Rich, Joe Montano, John Ash, Victor Thom, Shawn Lucas. Any mention of these names in Electronic communications, email, texts
from Donna Brazile, Barack Obama, John Podesta, David Brock,Brad Bauman, Debbie Wasserman Shultz, Hillary Clinton, Hillary Clinton, Hlllary Clinton, Joe Biclen, Joe Biden,
Barack Obama, Peter Strozk, Lisa Page,Edward William Priestap, Bil Priestap, James Corney, James Corney. Also want searches for names spelled incorrectly. Date range of
requested documents: January 2015 - January 2016

Neither Confirm Nor Deny

109741

6/11/2020

Request access to and copies of the following records from the National Security Agency Office of Inspector General ("NSA OIG"):

1) Copies of any and all records in the possession of NSA OIG relating to the firm McKinsey & Company ("McKinsey") for the period January 1, 2015 to the present. The term
"records" includes the following:

(a) communications between any employee or partner of McKinsey and any employee of NSA OIG including emails (email domain for McKinsey ending "@mckinsey.com"),
letters, faxes, memoranda and any other type of written communication;

(b) any audits, reports and memoranda prepared by NSA OIG relating to work performed by by McKinsey;

(c) any audits, reports and memoranda prepared by McKinsey for NSA OIG;

(d) any contract bids submitted by McKinsey in response to a RFI (request for information) or a RFP (request for proposal) that are in the possession of NSA OIG;

(e) copies of any contract awarded to McKinsey that are in the possession of NSA OIG and all associated contract documents;

(f) any other internal communications or documents in the possession of DOD OIG concerning or mentioning McKinsey. The terms "communications" and "documents"
include reports, memoranda, emails, letters, faxes, notes or any other type of written communication or document.

2) All FOIA Logs maintained by NSA OIG for the period 1/1/15 to the present.

3) All other FOIA requests received by the NSA OIG from 1/1/15 to the present

seeking documents and information pertaining to McKinsey, which mention or pertain to McKinsey, all other communications related to those requests, and all responsive
materials provided by NSA OIG to those requesters.

Include information contained in the material that otherwise would be considered non-responsive to my specific request.

DATE RANGE OF REQUESTED DOCUMENTS: 1/1/15 to present

109742

6/15/2020

SOM1-01 MJ12 (standard operating procedure for UFO crash recovery)

Granted In Full

109744

6/11/2020

Requesting records on Thomas Richard Oakes, a Native American activist and leader, born on May 22, 1946 and died September 20, 1972.

DATE RANGE OF REQUESTED DOCUMENTS: Anytime from 1946-2020

Neither Confirm Nor Deny
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109745

6/15/2020

On behalf of The Transparency Project ("TTP"), a nonprofit corporation headquartered in Texas, request information about the removal, transfer, copying or stealing of data
from Democratic National Committee (hereinafter "DNC") computer servers in 2016, data which was later published by Wikileaks .1 That event will hereinafter be referred
to as the "2016Data Breach." Make these requests under the authority of the Freedom of Information Act, 5U. S.C. &sect; 552.

1. Request the opportunity to view all metadata, communications (internal or external),records, documents, reports or other evidence regarding whether the National
Security Agency ("NSA"), the Central Intelligence Agency ("CIA"), any "Five Eyes" allies, and/or affiliates, agents, employees or contractors of those agencies or any other
government entity played a role in inserting Russian "fingerprints" (e.g., "COZY BEAR" or "FANCYBEAR") into data from the 2016 Data Breach. In other words, the NSA should
produce all evidence indicating whether any U.S. Government or "Five Eyes" entities, affiliates, agents, employees or contractors inserted or fabricated evidence to make it
appear that Russians or other third parties were responsible for the 2016 Data Breach. This includes, for example, any and all evidence that U.S. Government or "Five Eyes"
entity, affiliate,agent, employee, or contractor created or operated the "Guccifer 2.0" or "DCLeaks"profiles or any other online profile used to promote or distribute data
from the 2016 Data Breach.

2. Request the opportunity to view all tangible evidence reflecting the person, persons, or entities involved in 2016 Data Breach. This request includes, but is not limited to,
evidence indicating whether the breach was the result of ( 1) outside forces (e.g., Russian agents, Pakistani agents, etc.) who hacked the servers from a remote location or
(2) an individual or individuals who were present at or inside DNC facilities and copied the data onto a storrge device. If, for example, NSA intercepted or obtained any
communications between Seth Rich and Julian Assange or Wikileaks (e.g., from the United Kingdom's Government Communications Headquarters, or any other person or
entity), then those communications should be produced. If the NSA has any evidence whatsoever that the DNC servers were hacked externally or that DNC data was leaked
from an internal source, that evidence should be produced.

3. Request the opportunity to view all communications exchanged (either directly or indirectly) between Seth Conrad Rich ("Seth Rich") and/or Aaron Nathan Rich ("Aaron
Rich") and the following: Julian Assange, Wikileaks, and/or any agents or representatives of Wikileaks.

Neither Confirm Nor Deny

109755

6/16/2020

All documents from 01 June 2010 through 01 November 2010 including but not limited to background papers, briefing books, briefing papers, core papers, emails,
intelligence reports, key issue papers, memos, National Security Council briefing materials, presentations/slides, summary documents, transition background materials,
transition books, and transition papers concerned in whole or in part with U.S. policy toward Iraq prepared or compiled for the incoming director of national intelligence.
James R. Clapper became the director on 09 August 2010.

109756

6/11/2020

Request a complete list of NSA employees who are currently being paid or have been paid their full salary to sit at home and perform no work for the taxpayers since March
1, 2020. Also request to know how long our tax dollars are going to be used to continue giving these same NSA employees this free vacation.

Full Denial

109757

6/16/2020

Records showing the total number of staff (no names) who are being paid full salary to sit at home and perform no work for the taxpayers of the United States. These people
are improving their homes, taking vacations, and enjoying other leisure activities while being paid full salary. How many days workdays have been paid and how much total
tax dollars have been spent to date since March 1, 2020.

Date range of request documents: march 1, 2020 to present

Duplicate Request

109761

6/17/2020

Seeking information from the Department of Defense about former Prime Minister of Greece, Alexis Tsipras. More specifically, interested in the agreements that were
reached between the Tsipras administration and the Defense Department concerning the military installations in Greece and what Greece asked for in exchange. Also
seeking information about the main points that were agreed upon in reference to military installations between the two delegations during Mr. Tsipras' visit to the United
States in 2017. Date range of requested documents:

Directed to Correct DOD
Component

109763

6/17/2020

Request the following records:

1. The Encrypted Traffic Reports (see note 1 below) of the USS Little Rock (CLG-4)for the months of May, June, and July of 1967 and/or any analyses or reports that may
aggregate or summarize the data/information contained in those reports.

2. Any records pertaining to any attack(s) upon, theft, destruction, disappearance, etc. of U.S. "crypto-equipment" and/or the thirteen "U.S. facilities" housing them during
the Six-Day War in 1967 (see note 2 below).

No Records

109765

6/17/2020

https://media.defense.gov/2018/Feb/02/2001872595/-1/-1/1/FOIA %20CASE%20LOG%20FISCAL %20YEAR%202017.PDF
Date range of requested documents: All indo

Withdrawn

109766

6/18/2020

Any records on contracts, research agreements, personnel, or projects involving Carnegie Mellon University, specifically relating to the areas of Artificial Intelligence,
Robotics, or Pyschology.

109768

6/18/2020

In the process of writing a book and in need of government documents pertaining to nazi spies in America; thus far been unable to locate many official US government
documents on this topic. If possible, would like them in printed format.
Date Range of Requested Documents: 1939-1945

Records Not Reasonably
Described
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109769 |(6/18/2020 Seeking a list of correspondences between the National Security Agency and members of Congress and their offices.

Specifically, would like to know what Congressional offices contacted the National Security Agency from 01.01.2001 to 12.31.2019. An entry in such a log generally includes:
1) The name of the member of Congress who contacted the National Security Agency

2) The date the National Security Agency was contacted

3) The subject of the inquiry. (i.e. What kind of information did the member request? Or what was the correspondence about?)

4) When (and if) the request was completed.

Date Range of Requested Documents: from 01.01.2001 to 12.31.2019

109777 |6/23/2020 This is a request on behalf of The James Madison Project ("JMP") and Josh Gerstein ("Mr. Gerstein") (hereinafter referred to jointly as "the Requesters") under the Freedom |Full Denial
of Information Act, 5 U.S.C. section 552, et seq.

In a letter dated 25 May, 2020, and sent to the attention of Senator Mark Warner, the then-acting Director of National Intelligence, Richard Grenell ("Director Grenell")
stated that "the decision to declassify the names of individuals who sought to unmask the identity of General Flynn poses absolutely no risk of compromise of either sources
or methods", and then repeated that the declassification of the identities or unmaskers "... [p]osed no conceivable risks to sources or methods."
https//twitter.com/CBS_Herridge/status/126527855553609973760 (last accessed May 26, 2020).

This request seeks copies of National Security Agency ("NSA") records, whether created by or in the possession of, including cross-references, that identifies or lists the
names of authorized officials who submitted a request to unmask the identity of a U.S. person who generically referenced in a foreign intelligence report from January 1,
2016, up until the date the agency begins conducting actual searches for responsive records.

To facilitate the ease of your search, the names of authorized officials whol submitted authorized unmasking requests may include, but is not limited to, the following:

1) Officials who worked in the Administration of President Barack Obama -- Biden, McDonough, Rice, Power, Clapper, Dempsey, Brennan, Lew, Comey, Detty, Tefft. (*See
complete text in reqeuster letter).

2) Officials who worked or still work in the Administration of President Donald Trump -- Pence, Priebus, Kelly, Mulvaney, Meadows, Flynn, Kellogg, McMaster, Bolton,
Kupperman, O"Brien, Sison, Haley, Cohen, Craft, Clapper, Dempsey, Coats, Maguire, Grenell, Ratcliffe, Park, Pompeo, Haspel, Comey, McCabe, Wray, Shannon, Tillerson,
Sullivan, Pompeo, Ivanka Trump, Jared Kushner (*See complete text in requester letter). Please note that the scope of the searches should not be limited to NSA-originated
records.

109781 |6/9/2020 KRYPTOS. Everything piece of information on it. Mailed First-Class over night. Withdrawn

109785 |6/1/2020 This is a request on behalf of The James Madison Project ("JMP"), Noah Shachtman ("Mr. Shachtman "), and Spencer Ackerman ("Mr. Ackennan")(hereinafter referred to
collectively as "the Requesters") under the Freedom of Information Act, 5 U.S.C,, et seq.

On May 30, 2020, Minnesota Governor Tim Walz ("Governor Walz") stated that the National Security Agency ("NSA") was providing the State of Minnesota with intercepted
communications in support of local law enforcement's effort s to identity potential outside agitators inciting violence in the recent protests of the death of George Floyd.
https ://twitter.com /LucasFoxNews/status/ 1266743748769316865?s=20 (last accessed June |, 2020). After reporting by Mr. Ackerman indicated NSA was disputing
this description of its activities, a representative of Governor Walz stated that Governor Walz misspoke and did not mean to say i t was NSA involved in intelligence support.
https://twitter .com/attackerman/status /1266879364878209026?s=20 (last accessed June 1, 2020); https://www.foxnews.corn/politics /minnesota-intelligence-
support-nsa-riots (last accessed June 1, 2020).

This request seeks copies of NSA records, including cross-references, memorializing communications - including verbal communications memorialized in writing - between
NSA and the State of Minnesota, including, but not limited to, Governor Walz and/or his authorized designees. The timeframe for this search can be limited from May 25,
2020, up until the date upon which NSA begins conducting searches for responsive records.

NSA 's searches should be construed to encompass work performed by Government civilian employees, contractors, detailees, military officials and/or Constitutional
officers. NSA should construe "the State of Minnesota" as encompassing Minnesota state government officials, contractors, detailees, military officials and/or state
constitutional officers. The scope of the searches should not be limited to NSA-originated records. (See request for more details.)

109786 |(6/8/2020 Any records regarding intelligence received on or criminal investigations of David Ali Sonboly, the individual who conducted the shooting at the Olympia Shopping Centre or |[Neither Confirm Nor Deny
Mall in Munich Germany on July 22, 2016, and his internet contacts with American individuals via posts or online chat activities including activities on gaming platforms such
as Steam or dark web sites, and any information regarding specific contacts between Sonboly and William Atchison of New Mexico.

From March 2016 - March 2018
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109787

6/1/2020

The list or index of numbered EKMS specification/standards documents

- NSA Policy Number 3-9, possibly called "Cryptographic Modernization initiative Requirements for Type 1 Cryptographic Products"
- EKMS standards/specifications starting with 322

Date Range of Requested Documents: All documents are believed to be current and do not require searching historical records.

109789

6/1/2020

Information about Donald John Trump all available documents. AS both private citizen and as President. Date range - 1970 - 2020.

Neither Confirm Nor Deny

109790

6/8/2020

On behalf of the 501(c)(3) nonprofit organization Civil Liberties Defense Center ("CLDC"), submit this Freedom of Information Act (FOIA), 5 U.S.C. 552, the Privacy Act 5
U.S.C. 5523, and the agency's implementing regulations, request for records pertaining to the CLDC and six CLOC staffers and members identified below (the "Requester").
Submitting the FOIA request via NSA's FOIA Online system. The NSA's online system does not accept attachments, and will provide the Privacy Act waivers referenced below
once NSA confirms receipt of this request and provides contact information for the appropriate FOIA staffer managing the processing of this request. This FOIA request is for
any and all records created since June 19, 2003 referring to, relating to, mentioning, or concerning: 1. Civil Liberties Defense Center (EIN 58-2670951 , a 501(c)(3) nonprofit
public benefit organization established in 2003 and based in Eugene, Oregon which provides legal representation, legal support, and educational resources to the public); 2.
Lauren C. Regan (Privacy Act waiver available); 3. Cooper Brinson (Privacy Act waiver available); 4. Marianne Dugan (Privacy Act waiver available); 5. Charles Denson (no
Privacy Act waiver available); 6. Katherine Gorell Yung (Privacy Act waiver available); and 7. Ryan Jamil Jonna (Privacy Act waiver available). Pursuant to FOIA, the Requester
requests copies of any and all records, documents, communications, and correspondence of any kind . This includes records sent, forwarded, received, or generated by or
between any representative of the agency, and/or non-governmental organization, and/or inter or intra agency entity, and/or third party. The Requester prefers to receive
records in electronic format. As used herein, "records" includes but is not limited to any and all records, documents, and communications preserved in written or electronic
form, hard-copy, printed, electronic, typed, handwritten, machine readable electronic records and documents, whether in original, copy, or backup format (hard or
electronic) if the originals have been destroyed. (See request for more details.)

Neither Confirm Nor Deny

109793

6/2/2020

Any information relating to Thomas Townsend Brown, born March 18, 1905, died October 27, 1985. Such information should include any personal or biographical
information, as well as, information relating to any work or research activities performed by Brown, for the United States government, including any civilian or military
agencies, on a full-time, part-time, volunteer, or contractual basis. This includes any military service in any branch of the United States Armed Forces.

Brown was an American inventor who researched electrical effects and the connection between strong electric fields and gravity. Thomas Townsend Brown was born in
Zanesville, Ohio in 1905. In 1930 Brown enlisted in the United States Navy as an apprentice seaman. In 1938 Brown was promoted to Lieutenant and in 1939 was engaged in
magnetic and acoustic mine-sweeping research and development under the Bureau of Ships in Washington D.C. from October, 1940 to March, 1941. He was later
transferred to the Atlantic Fleet Radar School in Norfolk, Virginia in May 1942. In October 1942 Brown was discharged from navy service, with Brown requesting to resign
"for the good of the naval service in order to escape trial by General Court Martial," with his official discharge exam listing "no comment" as to the reasons why.

Would hope that the fees for this search would be waived, as would like to utilize whatever information discovered in a scholarly or analytical work on Thomas Townsend
Brown which will contribute to enhanced public knowledge. However, would not be opposed to paying the cost of such research.

Date Range of Requested Documents: 1905-1985

Neither Confirm Nor Deny

109794

6/3/2020

SEVIS Data

-Count of all international Students under the classification F-1, F-2, J- 1, J2 per SEVP who arrived to an SEVP approved site in the State of Georgia between 2009-20 19.
Request this information designate country of origin for each student as well as number of yea rs active for each student.

-Count of all F- 1, F-2, J-1 and J-2 international students who studied at an SEVP approved site in the State of Georgia between 2009-2019 including CIP code and country of
citizenship. Request this information designate country of origin for each student as well as number of years active for each student with in the United States as a non-
immigrant student (F-1, F-2, J-1,J-2).

-All OPT records for students currently working within the state of Georgia. Would like to see numbers at both the bachelor's and graduate degree level with the ability to
identify institution on each record.

2009-2019

Not Agency Record

109798

6/2/2020

Any and all documentation to the ombudsman or inspector general related to the San Antonio NSA site
-complaints

-investigations

-findings or outcomes

-final reports

January 1, 2018 - June 1, 2020
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109799 |6/10/2020 Request for information on - Johannes Eland (Arnhem, The Netherlands, 1/25/1900-Zurich, Switzerland, 11/3/1953) - Friedrich Wilhelm Heinz (Frankfurt am Main, Germany,
5/7/1899-Bad Nauheim, Germany, 2/26/1968) As a historian tasked with writing a history of the Netherlands Defense Intelligence and Security Service and its predecessors |
would like to obtain copies of the files of the above mentioned Johannes (Jan) Eland and Friedrich Wilhelm Heinz. Fom note 3 in the article 'In Mahlstrom des Kalten Krieges.
Friedrich Wilhelm Heinz und die Anfange der werstdeutschen Nachrichtendienste 1945-1955' by Susanne Meinl, which was published in: Wolfgang Krieger & Jurgen Weber
(eds.), Spionage fur den Frieden? Nachrichtendienste in Deutschland wiihrend des Kalten Krieges, Munchen: Olzog, 1997) it appears that these file have already been
released before. Willing to pay any costs in copying and sending the files.
109801 |6/5/2020 Requesting a copy of documents relating to the research, patents , field tests and technologies currently and in past use on the subjects pertaining to: Synthetic Telepathy Not Agency Record
via Electromagnetic Radiation. Electromagnetic systems capable of artificially inducing , replicating or manipulating neural brain activity in humans to alter sensory systems,
physical or psychological states. Electromagnetic weapons/communications technology with the power to create modulated auditory signals and transmit those signals
directly into the human internal auditory perception. Technologies that can stimulate 20 and 30 images onto the visual processing system or directly onto the visual cortex
and associated areas to create "mind 's eye" imagery using electromagnetic radiation or any other techniques. Any technology that utilizes the electromagnetic spectrum
such as microwave or millimeter wave length s in satellite, antenna, transducers or other forms with the transmission capabilities to alter the bioelectrical activity of
human/animal physiology. Electromagnetic mind-reading or thought forecasting equipments . As well as, producing involuntary or artificial induction of human motor or
sensory responses by using electromagnetic radiation without physical electrodes or any other physical contacts. Frequency (Hertz) spectrums/ranges and the technology in
pulse or any digitally modulated form that is known to induce auditory/motor/sensory/visual /cognitive effects on the biological state of a human .
Also requesting information on remote fMRJ, EEG , MEG and noninvasive neuroimaging technology , especially those without physical contacts or that require the human
body to be in direct proximity of the measurement machinery. Additionally, computer recognition software and equipment to decode EEG, tMRJ or MEG signals of the brain
wave 's intended thought/vocal message to be translated into predictive language and comprehensible speech that can be relayed
109804 |(6/8/2020 Requesting all records of communications between Anthony S. Fauci and Bill Gates (or phone numbers associated with the Bill and Melinda Gates foundation) -between Neither Confirm Nor Deny
2015 - Present Day.
Looking for research purposes to uncover the absolute truth about the influences of runaway greed and the conflict of interest inherent in providing adequate safety testing
before mass vaccinations become required. Researching on behalf of the Health and Safety of the American People.
Particularly looking for phone call transcripts, email, off files, morbidity and mortality reports, vaccine production health code violations, OSHA violations, WHITE Papers,
anything regarding money transfers, The World Health Organization, CDC, NIH, Scientific Abstracts, and deficiency reports.
Date Range: 2015 - May 2020.
109806 |(6/1/2020 Seeking for all communications between Dr. Anthony Fauci and any persons who worked at or currently work at Ft. Detrick, Maryland. Neither Confirm Nor Deny
This would include fax, phone transcripts, letters, memos, directives or orders, financial statements or arrangements, agreements, accidents, deficiency reports, health code
violations, off files, Scientific Abstracts, WHITE Papers, and full reports.
Asking for this material for research and historical papers, as well as for a book writing. American deserves to learn the Truth.
Date Range: 2010 - May 2020.
109815 (6/22/2020 All letters, investigative files, memos, and emails (from 01/01/00 onward) with the terms "Omegle.com ," "Omegle," or "Omegle.com LLC" appearing in the subject or body
of the document. Date range of requested documents: 2000-2020
109817 |(6/22/2020 So the documents for the psycho electronic weapons were leaked years ago. What is the current plan for stopping this when people use it for a criminal advantage? Which is |[Not Agency Record
happening right?
Date range of requested documents: June 20th, 2020 - June 25th, 2020
109825 |(6/22/2020 needs Arabic symmetric designs for Li-Fi Afghanistan, Iraq, Gulf states, YESHA Neither Confirm Nor Deny
109830 (6/22/2020 All the collected information about the attack by Israel on the USS Liberty in June of 1967. This request is for "all" the information involved, including tape recordings and Granted In Full
everything else related to this incident.
Date range of requested documents: This incident occurred on 8 June 1967
109838 |(6/22/2020 Have reports that the NSA was part of a joint task force, disarming multiple Nuclear weapons in the Nation's Capital from these media sources: Benjamin Fulford, William
Mount, Cirsten W. and Stan Johnson of The Prophecy Club. Please confirm the plot to use Nuclear weapons on US soil by Socialist BLM rioters, as well as the confiscation of
professional pipe bombs, and approximately 1,000 rioters bring shot with lethal ammunition, with the possibility of many dying from those wounds. These news sources
listed above, have already been reporting these events as FACT, goal is to either confirm what they have already reported as fact, or fiction. Date range of requested
documents: Dates of the events, early July, 01-06, 2020. Location Washington DC
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109840 |6/23/2020 ASA History FY 1966-1969 Report Directed to Correct DOD
Date range of requested documents: 1966-1969 Component
109843 |(6/23/2020 Seeking any information pertaining to Rwandan military actions inside the Democratic Republic of Congo. Date range of requested documents: 05-01-1994 through 01-01- |Neither Confirm Nor Deny
2006
109848 |(6/25/2020 Request information on "Antifa" as would like to understand more than is available online. Our President has made quite an emphasis on Antifa being the root cause of riots |Neither Confirm Nor Deny
and divisions, and so am interested to understand what our intelligence agencies have been gathering that would lead the President to this conclusion. Date range of
requested documents: 2015-2020
109852 |(6/24/2020 Back in late 1997 or early 1998, Formal President Bill Clinton had conversation(s) with Formal Russian President Boris Yeltsin. In that conversation Boris threatened possible |Neither Confirm Nor Deny
War/ WW3, if the U.S. intervene in Iraq.
109853 |(6/25/2020 Request that a full and unredacted copy of the following document be provided:
"Cryptanalytic Survey of Modified Hagelin Device" by F. T. Leahy, AFSA-343, August 31, 1951, REF ID: A58758.
109856 |(6/29/2020 Request the following records:
1. Documents mentioning, describing or generated in response to the BlueLeaks release, the preceding hack or subsequent fallout, including but not limited to:
* Damage assessments
* Emails
* Interagency communications (local, state, or federal)
* Communications with the press about Blueleaks
* Communications with Twitter or other social media or sharing platforms
2. Documents mentioning or describing Distributed Denial of Secrets (DDoSecrets)
You may limit this request to records generated between November 1, 2018 and the present.
109857 |(6/29/2020 Under what law allows NSA employee neighbor to receive full salary pay while performing no work and sitting at home, working on home improvements, taking vacation Improper FOIA Request
trips and enjoying other recreation since March10, 2020. What law allows our tax dollars to be fraudulently paid to your employees to perform no work for the US citizens?
How can a NSA employee receive full pay for three months while working on their home improvement projects? When will this fraudulent use of tax dollars end? Date range
of requested documents: March 10, 2020 to present
109860 |6/29/2020 Requesting the following: Neither Confirm Nor Deny
Any recording or transcription of radio traffic intercepted or received by the NSA at its Cyprus station or any other station from 01 September 1961 through to 31 September
1961.
109862 |(6/30/2020 Request a copy of records, electronic or otherwise, of the following:

1) All reports, memorandums, briefing material, letters, etc., that pertain to the Russian military operation targeting U.S. and allied forces in Afghanistan. This would include,
but not be limited, to the intelligence material as referenced in this article. (see original request)
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